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Conclusion
 

Outperforms state-of-the-art (AFLNet) 

Auto-harnessing for network targets

Solved a long-standing problem at Mozilla

New approach: emulation & VM snapshots



Thank You!
 

Q & A

sergej.schumilo@rub.desergej.schumilo@rub.de

https://github.com/RUB-SysSec/nyx-net


